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ABSTRACT

Emergency Repair Disks are used to recover anduipadita during an operating system failure or quion.
ERD’s Can by-pass installed operating system awmd tfiroughout access to the system. ERD-OS isladswn by the
names By-pass loader or Hacker's OS or Mini OS. Mosay this became a popular way to attack systkmgo several
features of ERD-OS. None of the current Operatiygjesns are unable to withstand this attack. ERDw@gs on all
systems irrespective of the operating system ilestah the system. On the other hand ERD can bd asean efficient
way to recover data during an operating systemhcoadailure. This paper gives information aboutlERS attack and

the ways to prevent the same.
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